
Federal enforcement of the Foreign Corrupt 
Practices Act (the “FCPA”) has never been more 
sweeping, never more robust than it is today.  
Enacted in 1977 to bring a halt to what was seen 
as the widespread bribery of foreign officials as 
a way of doing business overseas, the FCPA was 
rarely enforced during its first 30 years.   The year 
2007 marked the beginning of an enforcement 
surge in the global war on graft, and heralded a 
new era in FCPA enforcement and compliance.  
In February 2007, the FBI announced that it was 
establishing a special team of agents exclusively 
tasked with investigating FCPA violations.1  After 
President Obama’s election in November 2008, 
the SEC promised that it would be seeking 
fines “dwarf[ing] the disgorgement and penalty 
amounts that have been obtained in prior cases.”2  
The three years that have followed have seen 
more FCPA enforcement actions than the first 30 
years of the statute’s existence.
  
In this age of enforcement, the need for anti-
corruption compliance for firms competing 
in the global marketplace has never been 
more acute, and it is incumbent upon all those 
who do business overseas to be aware of and 
scrupulously avoid potential FCPA pitfalls.  
Though record-breaking fines are still generally 
limited to egregious violations, many FCPA 
enforcement actions do not stem from clear-cut 
instances of bribery.  Indeed, agencies and courts 
have read several provisions of the FCPA so 
broadly that even seemingly innocuous actions, 
commonplace in certain business cultures, can 
lead to governmental scrutiny and the threat of 
FCPA liability.  

I. The FCPA Generally

Congress passed the FCPA in 1977 in response to 
widespread allegations that U.S. companies were 
securing foreign government contracts through 
bribery.3  The reported abuses were not limited 
solely to bribery of high foreign officials, but 
also involved so-called “facilitating payments,” 
or “grease payments,” by U.S. companies—
payments made to government functionaries 
to ensure and hasten government functionaries’ 
discharge of their existing ministerial or clerical 
duties.4  The FCPA broadly prohibits payments 
to foreign officials (the anti-bribery provisions) 
and requires SEC-registered companies to 
devise and maintain internal accounting controls 
accurately reflecting the disposition of corporate 
assets (the internal control provisions).5  The DOJ 
enforces the anti-bribery provisions and the SEC 
enforces the internal control provisions.6

          A. Anti-Bribery Provisions

Generally stated, the elements of an improper 
payment under the FCPA are (1) payment of 
money or anything of value (2) to any foreign 
official (3) through the use of an instrumentality 
of interstate commerce (4) for the corrupt 
purpose of influencing an official act or securing 
an improper advantage (5) in order to assist in 
obtaining or retaining business.7  At first read, it 
appears that the FCPA simply prohibits bribery 
of foreign government officials.  Agencies and 
courts read certain terms within this framework 
broadly (i.e., “anything of value,” “foreign official,” 
and “obtain or retain business”) and find that 
seemingly inoffensive actions actually constitute 
improper payments under the FCPA. 
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          1. “Anything of Value”

The term “anything of value” is not defined by 
the FCPA, but it has been broadly construed to 
include gifts, discounts, entertainment (including 
tickets and passes), drinks, meals transportation, 
lodging (including accommodation upgrades), 
insurance benefits and a promise of future 
employment.8  The perception that the purpose 
of the payment is to influence the recipient 
to award business is an important factor in 
determining whether the “anything of value” 
element has been satisfied.9  

A payment made for the purpose of influencing 
a foreign official’s decision to award business 
can violate the FCPA even if no monetary 
value actually accrues to the individual foreign 
official.  In one high-profile example, the SEC 
sued a pharmaceutical company because a 
Polish subsidiary of the company made a series 
of charitable donations to a foundation headed 
by the director of a state-run health fund in 
Poland.10  Though the director of the health-
fund personally received no benefit from the 
donations, the SEC pointed to the fact that the 
company’s subsidiary was the largest charitable 
donor to the fund and that the company’s sales 
increased disproportionately as compared with 
those of its competitors while it was making the 
donations.  This was enough evidence for the 
SEC to conclude that pharmaceutical company 
intended to influence the director’s decisions to 
award business.

          2. “Foreign Official”

The FCPA defines “foreign official” to include, 
among other things, any employee of an 
“instrumentality” of a foreign government. 11  
Once an entity is considered an “instrumentality” 
of a foreign government, every employee of 
that entity is a “foreign official” under the 
FCPA.  This definition has profound implications 
for companies doing business with hospitals 
overseas because many foreign hospitals are 
government-owned.  FCPA enforcements in 
the last few years have made clear that U.S. 
enforcement agencies view such individuals as 
foreign officials.12  The DOJ and SEC dockets are 
replete with examples of enforcement actions 
based on payments made to doctors in state-run 
hospitals.13

          3. “Obtain or Retain Business”

It goes without saying that every business’ 
objective is to obtain or retain business.  In many 
countries, underpaid public officials virtually 
expect payment from those who seek licenses, 
regulatory approval, or other government 
action. 14  Although the FCPA generally prohibits 
payments designed to obtain an official act, the 
FCPA anti-bribery provisions make a special 
exception for so-called “facilitating payments” 
or “grease payments”:  the FCPA’s prohibitions 
do “not apply to any facilitating or expediting 
payment” made to “expedite or to secure 
performance of a routine governmental action.”15 
In making this exception, Congress sought to 
distinguish between bribery to induce officials 
to “misuse their discretionary authority” and 
which “disrupts market efficiency and United 
States foreign relations” from “smaller payments 
intended to expedite ministerial actions,” which 
should “remain outside of the scope of the 
statute.”16  

But this is an opaque and narrow exception.  The 
term “routine governmental action” is limited 
to actions that are “ordinarily and commonly 
performed by a foreign official,” such as issuing 
licenses, processing papers, providing police 
protection or utility services and “actions of a 
similar nature.”17  Though the statutory definition 
does not clearly distinguish between payments 
for actions that are “ordinarily and commonly 
performed” from those that induce officials to 
misuse their authority and the phrase “actions 
of a similar nature” is open to a range of 
interpretations, government agencies frequently 
prosecute those who make payments to “grease 
the wheels” of foreign government officials 
if they perceive that any unfair advantage is 
being obtained.  In one recent example, the 
DOJ announced an agreement reached with 
Hemerich & Payne Inc., where the company 
paid a $1 million penalty for payments made to 
Argentinean and Venezuelan customs officials 
for the purpose of obtaining favorable handling 
of their goods in customs.18  In that case, the DOJ 
stated that Hemerich & Payne made the payments 
in order to secure an improper advantage in 
expediting the processing of goods that were 
not in compliance with the regulations of those 
countries.19  It appears likely that any non-trivial 
“grease payment” is likely to draw government 
scrutiny. 



          B. Internal Control Provisions

The FCPA also requires companies that have 
a class of securities registered with the SEC 
and companies required to file reports with the 
SEC to devise and maintain internal accounting 
controls that accurately reflect the disposition 
of corporate assets.  The SEC has authority 
to assess civil fines for improper payments to 
foreign officials if a company inaccurately records 
the payment on company financial records.  
Typically, SEC enforcement actions are parallel 
to DOJ criminal enforcement for violation of 
anti-bribery provisions, though the SEC can and 
does prosecute violations of the internal control 
provisions without concurrent DOJ prosecution.20

II. Trends in Recent Enforcement

The last few years have seen more enforcement 
of the FCPA than any other time since Congress 
passed the law in 1977.21  Before 2006, the DOJ 
and SEC typically brought only one or two cases 
per year.22  Since then there have been more FCPA 
enforcements than during the prior 30 years 
combined.23

This trend is not simply an increase in the 
number of prosecutions, but a sharp increase in 
penalties and an expansion of the list of potential 
enforcement targets:  the last few years have 
seen dramatically higher penalties and increased 
charging of individual officers of companies.  
The DOJ has also shown that it is investing more 
resources in investigating FCPA violations, from 
setting up a special team of agents exclusively 
tasked with investigating violations of the Act 
to executing undercover operations to ensnare 
large-scale bribery operations.
 	
The most recent evidence of stepped-up 
enforcement is a $185 million settlement with 
Daimler AG announced on April 2, 2010, stemming 
from the company’s practice of paying foreign 
officials through corporate ledger accounts, 
offshore bank accounts and deceptive pricing 
arrangements, among other methods.24  Daimler’s 
infractions were so systemic that one prosecutor 
stated that the company and its subsidiaries “saw 
foreign bribery as a way of doing business.”25 

This settlement is one of the largest obtained by 
the DOJ, and follows enormous settlements with 
Siemens AG ($800 million)26 in December 2008 
and Kellog Brown & Root LLC ($579 million) in 
February 2009.27

In another example illustrating the enforcement 
agencies’ increasing willingness to pursue 
individual targets28 and double-down on their 
investigatory and prosecutorial investments, 
in January 2010, the DOJ initiated a massive 
crack-down on members of the military and 
law enforcement products industry for alleged 
schemes to bribe foreign government officials 
for such things as contracts to supply arms 
to presidential guards.29  The effort involved 
execution of 14 search warrants and 22 arrests by 
150 agents based on undercover law enforcement 
techniques.30  This is the first time federal agencies 
used undercover sting operations in connection 
with a FCPA investigation.31  While self-reported 
violations continue to be the main source of 
FCPA enforcement actions, recent examples have 
provided striking evidence that federal agencies 
will generate leads and investigate FCPA violations 
of their own accord.32

III. Conclusion

Given this trend toward more active investigation 
of FCPA violations—as well as the higher fines 
sought by federal agencies—it is crucial that 
companies doing business overseas establish 
and maintain effective policies and procedures 
for detecting, evaluating and reporting potential 
FCPA violations.  An important factor in 
determining appropriate sanctions for FCPA 
violations, including whether to impose criminal 
fines, is whether a violation is self-reported, the 
existing policies to detect and deter improper 
payments, remedial efforts undertaken by the 
company and the level of cooperation with federal 
authorities.33

Robins, Kaplan, Miller & Ciresi L.L.P. attorneys have 
experience defending against FCPA violation 
claims and advising clients on FCPA compliance.  
We can help you and your company evaluate the 
potential risks associated with doing business 
overseas.
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